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OUR VISION

To be the top choice and renowned IT & ELV solutions integrator in GCC.
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OUR MISSION

To provide high quality sustainable products & services that combine
performance with effictency, while establishing a successful relationship
with our customers & partners.
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ABOUTUS

Technologties Consultant for IT&C (TECHCON) provides a comprehensive range of Low
Current, IT & Securtty, network .solutitons, services to SMB, SME, and Large Enterprise
businesses.

Established in 2014, by a team of experienced IT, Telecommunications and
Information Security professitonals. TECHCON has always strived for perfection

to recelve total customer satisfaction. Within few years, through our product and
service excellence combined with outstanding values. We have established ourselves
3s 9 leading IT & ELV solutions provider within the tndustry.

Our capabllities and skill sets allow us to Design/Consult, timplement and
manage complex projects. Our great relationship with leading vendors also
allows us to bridge the gap to deliver complete projects to our clients.
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SOLUTIONS

* |Information Security Services (Penetration Test, Security Analysts, Hacking
Forensics)

* Information Security Consultancy and Traltning

* Flber Optic Infrastructure

* Access Control & Visiting Management System (VIMS)

* Survelllance Systems

* Security Alarm Systems

* Blometrics

* Communications and Networks (Routers, Switches, PPP Solutions)

* Storage Solutions, Cloud, Big Data

* Security Business ID Card Printers

®* Mailntenance Contract Services

* Consultancy Professional Services and Tratning

®* Cabling Infrastructure

* Solar Power Solutions

* Key Control managment

®* Sound Systems

* PBX/IP-PBX Systems

* \Vehicle/Fleet Tracking Solutions

IT Products & Accessories

UPS & Power Products




SOLUTIONS

* |T Infrastructure Services
* Server Deployment & Management Solutions
* Firewalls & VPN

o Microsoft Services

* Software and Mobile Apps Solutions

* Controlled based WiFiL Systems

 Projectors & Audio-Visual Systems

o Backup Systems

o POS Solutions

» Complex Data Center Solutions

* \/ldeoconferencing Systems

* Threat management Systems (SIEM)

¢ |T Assets Services and Malntenance

o All ELV Systems

e BMS (Building Management Systems)

e |PTV

o Display Boards and Queue Management Systems
o PA (Public Address) Systems

o SMATV

o Master Clock

Parking Management Solutions
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Certification Number ™
ECC36156079459
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CIHFI Forensic Inve Hacking Forensic
INVESTIGATOR

Hacking Forensic

Computer

L ompuibar

This 1s to acknowledge that

Hussain Abbas

has successfully completed all requirements and criteria for

Computer Hacking Forensic Investigator i

CISCO

certification through examination administered by EC-Council

Issue Date: 18 July, 2018 Expiry Date: 17 July, 2021

EC-Council Ja v conatl

N

AME Acoredibed Program

e s Sanjay Bavisi, President Cisco Career Certifications & Training

INFORMATION SECURITY

www. Clsco.com/go/ certilications
Preliminary Examination Score Report
CCIE Security Written Exam
Date Tested: 17-Aug-2018 PLEASE READ: IMPORTANT INFORMATION
Candidate: Hussain Ibrahim Abbas * The score information displayed on this report 15 preliminary and does not constitute
Candidate 1D: 261691296 an official score report. Cisco seeks Lo assure the validity of exam scores by analyzing
C I S C O Cisco ID{CSCOY: ID Pending exam responscs for consistency. Your score may be classified as indeterminate if it is
Registration 1D: 339988913 at or above the passing level and Cisco cannot certify that it represents a valid measure
C E R T I F I E D Validation ID: 1413967096 of your ability as sampled by the exam. After review and analysis, your score will
Testing Site: 82143 cither be;
Exam NMumber: 400-251 a) Classified as "valid" and your official exam result will be reported at
Passing Score:; 825 www. pearsonvue. com/authenticate, You can view exam results by using the
Your Score: 263 registration and validation numbers displayed in the left column within 72 hours of
Grade: Pass YOUr XA SEss100.
b) Classified as indeterminate and you will be advised of the options for retaking the
The official score is based on a scale of 300 to 1000 points. examination.
. . « If this exam completes a certification requirement, please allow 10 days for Cisco to
Cisco policy requires that you wait a mimimum of 130 days receive your exam results. Then login to the Certification Tracking System at
before retaking a passed exam (with an identical exam WwWw.cisco, com/go/certifications/login to view your certification status, Ensure that
S EC U R I T Y number). your name and mailing address are comect. You will receive an email with instructions

explaining how to obtain your certificate if applicable,

* To receive or stop receiving communications, log in to the Certification Tracking
System and select your preference in the Opt In/Opt Out section.

* For additional centification and training resources visit
www, cisco, com/go/ leamnelspace

~

The following report shows your performance in each section of the exam:

. _____________________________________________________________________________________________________________|
The Certification Exam Policies webpage (www.cisco.com/go/exampolicy) provides a single resource giving key centification policies, agreements, and the
CCIE policy page for information specific to the CCIE program. Consult this section for current information on program policics for Cisco Career
Certifications exams.

scores below are nol cumulative.

meter Secunty and Intrusion Prevention 36%
anced Threat Protection and Content Sceurity 82%
re Connectivity and Segmentation 28%
tity Management, Information Exchange and Access Control 55%
astructure Security, Virtualization and Automation 92%
Iving Technologies 30%

s examination was delivered at a Pearson VUE Authonzed Testing Center. To register for another Cisco exam in the United States call 1-877-404-EXAM.
Elsewhere, contact your local Pearson VUE Authonzed Center or go to: www, pearsonvue. com/cisco,

S’
| ]
As a Cisco certification candidate, you deserve a fair and secure testing experience. Please report any suspicious behavior yvou observe fo secuniy-
Global Assaciation for Quality Management Elim:r'fr external.cisco.com. Examples of such behavior include receiving help or copving from another test taker, taking a test for someone else, accessing
olen rest questions, or using notes or unawthorized aids. Thank you for vour assistance in helping to detect and prevenr these unfair testing practices.
I-m R ATION SERVICE Of EX( :E E I I G ! I I ( :E E
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This is to Certify that

Hussain lorahim Abbas

Has passed the exam successfully as per the requirements prescribed
by the GAQM for the Title of Certified Information Security Manager (CISM)™

Mok it |
Certificate Number: 95635
CEO Certification Date: 20/08/2018
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nussaln@techcon.sa
raeq@techcon.sa
sales@techcon.sa

accounting@techcon.sa
nttps://www.techcon.sa

0540000690

0582111148
0567329440

056 /7327009
013-806324060
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